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Welcome & Speaker Introductions 
Defensible Disposition in Context 
Where to start
Empowering Privacy
Minimising Risk
Automation
Q&A session

Agenda
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The ability to confidently delete data while 
maintaining compliance, legal hold and audit trail

Controlled, policy-driven data deletion

Aligned with legal and regulatory standards

A proactive risk reduction strategy

What is Defensible Disposition?
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Why is secure data disposition is often overlooked in privacy 
programs, despite being so critical for compliance?

What should teams consider if they are starting from scratch?

Aspiration to Action
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How can an integrated approach to defensible disposition 
empower teams to be compliant and carry out privacy actions?

Empowering Privacy Teams
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If a regulator asks:

"How do you know this data should have been deleted?" 

How can we be prepared to answer this question confidently 
and evidence our response?

Engaging with Regulators
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How should organisations approach purging non-essential 
data or ROT (Redundant, out of date and trivial data)? 

What affect does this have on data discovery?

Reducing Discovery Burdens



© 2025 Exterro, Inc. All rights reserved.

How does defensible disposition relate to incidents and 
breaches? How can we reduce this risk?

Minimising Risk
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Considering legislation such as HIPPA, GDPR and others, how 
can defensible disposition be used to demonstrate compliance?

Demonstrating Compliance
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How can we introduce automated retention schedules, and 
which teams need to be involved?

Introducing Automation
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Looking ahead, how do you see secure data disposition 
evolving as part of global privacy and cybersecurity strategies?

Next Steps
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Exterro Data Risk Management Platform
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Thank you

Thank you for your attention.

Navigate to: 

https://www.exterro.com/privacy-software/optix360 

To view our latest privacy offering and request a demo.



Web Conference
Participant Feedback Survey

Please take this quick (2 minute) survey to let us know how 
satisfied you were with this program and to provide us with 
suggestions for future improvement.

Click here: https://iappwf.questionpro.com/t/AbBPvZ6yYT

Thank you

For more information: www.iapp.org

https://iappwf.questionpro.com/t/AbBPvZ6yYT
http://www.iapp.org/


Attention IAPP Certified Privacy Professionals:
This IAPP web conference may be applied toward the continuing privacy education     
(CPE) requirements of your CIPP/US, CIPP/E, CIPP/A, CIPP/C, CIPT or CIPM 
credential worth 1.0 credit hour. IAPP-certified professionals who are the named 
participant of the registration will automatically receive credit. If another certified 
professional has participated in the program but is not the named participant then 
the individual may submit for credit by submitting the continuing education 
application form here: submit for CPE credits. 

Continuing Legal Education Credits:
The IAPP provides certificates of attendance to web conference attendees.
Certificates must be self-submitted to the appropriate jurisdiction for 
continuing education credits. Please consult your specific governing body’s 
rules and regulations to confirm if a web conference is an eligible format
for attaining credits. Each IAPP web conference offers either 60 or 90 minutes of 
programming. 

https://my.iapp.org/prog__submitcomponent


For questions on this or other 
IAPP Web Conferences or recordings 

or to obtain a copy of the slide presentation 
please contact:

livewebconteam@iapp.org 

mailto:dave@iapp.org
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