Agenda des formations SANS Paris 2026

SANS Paris March 2026

Du lundi 9 au samedi 14 mars
6 FORMATIONS

FOR585 : Smartphone Forensic Analysis In-Depth | GASF
ICS410 : ICS/SCADA Security Essentials | GICSP
FOR578 : Cyber Threat Intelligence | GCTI

SEC540 : Cloud Native Security and
DevSecOps Automation | GCSA

SEC595 : Applied Data Science and Al/Machine
Learning for Cybersecurity Professionals | GMLE

LDR512 : Security Leadership Essentials
for Managers | GSLC

SANS Paris September 2026

Du lundi 21 au samedi 26 septembre
SESSION 1| 6 FORMATIONS

ICS515 : ICS Visibility, Detection, and Response | GRID

SEC599 : Defeating Advanced Adversaries
- Purple Team Tactics & Kill Chain Defenses | GDAT

SEC588 : Cloud Penetration Testing | GCPN

SEC510 : Cloud Security Engineering and Controls | GPCS
SEC502 : Cloud Security Tactical Defense | GCLD*
SEC541: Cloud Security Threat Detection | GCTD*

Du lundi 28 septembre au samedi 3 octobre
SESSION 2 | 6 FORMATIONS

SEC503 : Network Monitoring and
Threat Detection In-Depth | GCIA

SEC504 : Hacker Tools, Techniques,
and Incident Handling | GCIH

SEC511: Cybersecurity Engineering:
Advanced Threat Detection and Monitoring | GMON

SEC555 : Detection Engineering and SIEM Analytics | GCDA

SEC530 : Defensible Security Architecture and Engineering:
Implementing Zero Trust for the Hybrid Enterprise | GDSA

LDR551 : Building and Leading Security
Operations Centers | GSOM

*Sous réserve de changement

SANS | GIAC

CERTIFICATIONS

Contactez-nous pour en savoir plus sur nos formations.

SANS Paris June 2026

Du lundi 22 au samedi 27 juin
7 FORMATIONS

SEC401: Security Essentials
- Network, Endpoint, and Cloud | GSEC

SEC504 : Hacker Tools, Techniques,
and Incident Handling | GCIH

FOR508 : Advanced Incident Response, Threat Hunting,
and Digital Forensics | GCFA

SEC560 : Enterprise Penetration Testing | GPEN

SEC660 : Advanced Penetration Testing, Exploit Writing,
and Ethical Hacking | GXPN

SEC565 : Red Team Operations and
Adversary Emulation | GRTP

LDR514 : Security Strategic Planning, Policy,
and Leadership | GSTRT

SANS Paris November 2026

Du lundi 16 au samedi 21 novembre
SESSION 1| 6 FORMATIONS

FORS578 : Cyber Threat Intelligence | GCTI
FOR498 : Digital Acquisition and Rapid Triage | GBFA

SEC587 : Advanced Open-Source Intelligence (OSINT)
Gathering and Analysis | GSOA

SEC497 : Practical Open-Source
Intelligence (OSINT) | GOSI

FOR589 : Cybercrime Investigations*

FOR577 : LINUX Incident Response and
Threat Hunting | GLIR*

Du lundi 23 au samedi 28 novembre
SESSION 2 | 6 FORMATIONS

FOR508 : Advanced Incident Response, Threat Hunting,
and Digital Forensics | GCFA

FOR610 : Reverse-Engineering Malware:
Malware Analysis Tools and Techniques | GREM

FOR500 : Windows Forensic Analysis | GCFE

FOR572 : Advanced Network Forensics:
Threat Hunting, Analysis, and Incident Response | GNFA

FOR509 : Enterprise Cloud Forensics and
Incident Response | GCFR

FOR608 : Enterprise-Class Incident Response
& Threat Hunting | GEIR
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https://www.sans.org/cyber-security-training-events/paris-march-2026
https://www.sans.org/cyber-security-courses/advanced-smartphone-mobile-device-forensics
https://www.sans.org/cyber-security-courses/ics-scada-cyber-security-essentials
https://www.sans.org/cyber-security-courses/cyber-threat-intelligence
https://www.sans.org/cyber-security-courses/cloud-native-security-devsecops-automation
https://www.sans.org/cyber-security-courses/cloud-native-security-devsecops-automation
https://www.sans.org/cyber-security-courses/applied-data-science-machine-learning
https://www.sans.org/cyber-security-courses/applied-data-science-machine-learning
https://www.sans.org/cyber-security-courses/security-leadership-essentials-for-managers
https://www.sans.org/cyber-security-courses/security-leadership-essentials-for-managers
https://www.sans.org/cyber-security-training-events/paris-september-2026
https://www.sans.org/cyber-security-courses/ics-visibility-detection-response
https://www.sans.org/cyber-security-courses/defeating-advanced-adversaries-kill-chain-defenses
https://www.sans.org/cyber-security-courses/defeating-advanced-adversaries-kill-chain-defenses
https://www.sans.org/cyber-security-courses/cloud-penetration-testing
https://www.sans.org/cyber-security-courses/cloud-security-engineering-controls
https://www.sans.org/cyber-security-courses/cloud-security-tactical-defense
https://www.sans.org/cyber-security-courses/cloud-security-threat-detection
https://www.sans.org/cyber-security-courses/network-monitoring-threat-detection
https://www.sans.org/cyber-security-courses/network-monitoring-threat-detection
https://www.sans.org/cyber-security-courses/hacker-techniques-incident-handling
https://www.sans.org/cyber-security-courses/hacker-techniques-incident-handling
https://www.sans.org/cyber-security-courses/cybersecurity-engineering-advanced-threat-detection-monitoring
https://www.sans.org/cyber-security-courses/cybersecurity-engineering-advanced-threat-detection-monitoring
https://www.sans.org/cyber-security-courses/detection-engineering-siem-analytics
https://www.sans.org/cyber-security-courses/defensible-security-architecture-and-engineering
https://www.sans.org/cyber-security-courses/defensible-security-architecture-and-engineering
https://www.sans.org/cyber-security-courses/building-leading-security-operations-centers
https://www.sans.org/cyber-security-courses/building-leading-security-operations-centers
https://www.sans.org/cyber-security-training-events/paris-june-2026
https://www.sans.org/cyber-security-courses/security-essentials-network-endpoint-cloud
https://www.sans.org/cyber-security-courses/security-essentials-network-endpoint-cloud
https://www.sans.org/cyber-security-courses/hacker-techniques-incident-handling
https://www.sans.org/cyber-security-courses/hacker-techniques-incident-handling
https://www.sans.org/cyber-security-courses/advanced-incident-response-threat-hunting-training
https://www.sans.org/cyber-security-courses/advanced-incident-response-threat-hunting-training
https://www.sans.org/cyber-security-courses/enterprise-penetration-testing
https://www.sans.org/cyber-security-courses/advanced-penetration-testing-exploits-ethical-hacking
https://www.sans.org/cyber-security-courses/advanced-penetration-testing-exploits-ethical-hacking
https://www.sans.org/cyber-security-courses/red-team-operations-adversary-emulation
https://www.sans.org/cyber-security-courses/red-team-operations-adversary-emulation
https://www.sans.org/cyber-security-courses/strategic-security-planning-policy-leadership
https://www.sans.org/cyber-security-courses/strategic-security-planning-policy-leadership
https://www.sans.org/cyber-security-training-events/paris-november-2026
https://www.sans.org/cyber-security-courses/cyber-threat-intelligence
https://www.sans.org/cyber-security-courses/digital-acquisition-rapid-triage
https://www.sans.org/cyber-security-courses/advanced-open-source-intelligence-gathering-analysis
https://www.sans.org/cyber-security-courses/advanced-open-source-intelligence-gathering-analysis
https://www.sans.org/cyber-security-courses/practical-open-source-intelligence
https://www.sans.org/cyber-security-courses/practical-open-source-intelligence
https://www.sans.org/cyber-security-courses/cybercrime-investigations
https://www.sans.org/cyber-security-courses/linux-threat-hunting-incident-response
https://www.sans.org/cyber-security-courses/linux-threat-hunting-incident-response
https://www.sans.org/cyber-security-courses/advanced-incident-response-threat-hunting-training
https://www.sans.org/cyber-security-courses/advanced-incident-response-threat-hunting-training
https://www.sans.org/cyber-security-courses/reverse-engineering-malware-malware-analysis-tools-techniques
https://www.sans.org/cyber-security-courses/reverse-engineering-malware-malware-analysis-tools-techniques
https://www.sans.org/cyber-security-courses/windows-forensic-analysis
https://www.sans.org/cyber-security-courses/advanced-network-forensics-threat-hunting-incident-response
https://www.sans.org/cyber-security-courses/advanced-network-forensics-threat-hunting-incident-response
https://www.sans.org/cyber-security-courses/enterprise-cloud-forensics-incident-response
https://www.sans.org/cyber-security-courses/enterprise-cloud-forensics-incident-response
https://www.sans.org/cyber-security-courses/enterprise-incident-response-threat-hunting
https://www.sans.org/cyber-security-courses/enterprise-incident-response-threat-hunting

