
Operational  
Cybersecurity Executive
Maximize your ROI on technology spend, employee satisfaction, and 
your bottom line while protecting your reputation by developing your 
cybersecurity program through sufficiently trained leaders.

V U L N E R A B I L I T I E S  |  C O N T R O L S  |  S E C U R I T Y  O P E R AT I O N S

A complete, curated package of education to support you in becoming the 
strongest cybersecurity leader possible in today’s dynamic, online world.

An Operational Cybersecurity Executive 
will be able to:

516
Building and Leading 

Vulnerability  
Management Programs

566
Implementing and 

Auditing CIS Controls
GIAC Critical Controls 
Certification (GCCC)

551
Building and Leading 
Security Operations 

Centers
GIAC Security Operations 

Manager (GSOM)

OPERATIONAL 
CYBERSECURITY 

EXECUTIVE

   Grow and sharpen their cyber 
defense team

   Understand purpose of critical 
security controls

   Implement a prioritized, risk-based 
approach to controls

   Create and mature a vulnerability 
management program

   Strategically identify vulnerability 
priorities

   Align SOC efforts to track and 
organize defensive capabilities

   Drive, verify, and communicate 
SOC improvements

   Decrease a company’s risk profile

   Increase ROI on cybersecurity

Find out more at: 
sans.org/cybersecurity-leadership/triads

Your attack surfaces are growing. Hackers keep learning. The speed of enterprise 
response is significantly slower than the rate of negative consequences.

https://www.sans.org
sans.org/cybersecurity-leadership/triads

