SANS Sample Training Request Letter

Use the following sample request letter, or elements of it, to justify the time and budget required to complete SANS training to your manager. Simply copy and paste text into an email to your manager, then make any necessary adjustments to personalize the information. Once you hit send, you’ll be one step closer to gaining the skills required to protect your organization and advance your career.

Subject: Request for Approval: Cybersecurity Training from SANS Institute
Dear [Decision Maker Name],

I’m requesting approval for time and budget to enroll in SANS Institute’s SEC275: Foundations – Computers, Technology, and Security and its associated GIAC Foundational Cybersecurity Technologies (GFACT) certification exam. This course provides a comprehensive introduction to cybersecurity fundamentals, equipping me with the technical knowledge and practical skills needed to better support our organization’s security initiatives. 

Course Description

SEC275: Foundations – Computers, Technology, and Security is designed to build a strong foundation in computing, technology, and security concepts. Developed by SANS experts, this course is ideal for individuals entering cybersecurity or professionals who want to strengthen their technical base. It covers how computers, networks, operating systems, and cloud environments function-and how attackers exploit weaknesses within them.

Through 190+ video lectures, 80+ hands-on labs, and 55+ quizzes, I’ll gain real-world experience in topics like networking, Linux and Windows systems, programming, SQL, cryptography, forensics, and offensive security. By the end of the course, I’ll have the confidence to communicate effectively about technical security topics and apply foundational practices that reduce organizational risk. 

Learning Outcomes
Upon completing SEC275, I will be able to:
· Understand key hardware components, operating systems, and virtualization
· Explain how networks, servers, and cloud systems operate
· Perform hands-on tasks using Linux and Windows command-line tools
· Write and understand basic Python and C code for security tasks
· Grasp core cryptographic concepts and ethical hacking principles
· Identify and defend against common exploitation and infiltration techniques 

These capabilities directly contribute to improving our organization’s cyber resilience by strengthening first-line security awareness, enabling more effective collaboration with IT teams, and reducing the likelihood of errors that could lead to compromise.

Associated Certification: GIAC Foundational Cybersecurity Technologies (GFACT)
· The GFACT certification validates a practitioner’s ability to apply essential cybersecurity concepts across computing, networking, and defensive operations. It’s recognized as a stepping stone toward advanced GIAC certifications and demonstrates practical, hands-on understanding of core cybersecurity skills.
· See the “Exam Certification and Outcomes Statements” section of the GFACT: GIAC Foundational Cybersecurity Technologies for a list of covered topics.

Expected Cost
I’d like to take SEC275 online through the SANS Foundations self-paced training platform, which provides flexible access to the full course content, video lectures, hands-on labs, and practice quizzes. This format allows me to learn at my own pace while still benefiting from expert instruction and interactive exercises.
 
The attached unpaid invoice shows the cost of the course [retrieve this from the course registration page and attach]. Details include:

	Course fee 
	[$999]

	GIAC Certification fee [Optional]
	[$399]

	Total estimated cost:  
	[$1,398]


[bookmark: _Hlk535562721]
If you’d like to see the course structure and learning experience firsthand, you can explore the free course preview here: https://sans-foundations.com/demo/sign-up. 

Conclusion
By completing SEC275 and earning the GFACT certification, I’ll be better equipped to understand and manage foundational security concepts, enhance team communication on technical matters, and identify early indicators of system or network compromise. This investment will strengthen our security posture and help bridge the knowledge gap that often exists between technical and non-technical staff. 

For more details, the full course description is available on the SANS website at https://www.sans.org/cyber-security-courses/foundations.

Thank you for considering this request. I’m confident this training will deliver measurable benefits to both my professional growth and our organization’s cybersecurity readiness.

Best regards, 
[Add standard signature] 

Attachment: 
Unpaid Invoice for SANS training [find at XXX and attach to email]

