
Hear What Attendees are Saying

“  Great session. 
Enjoyed the war 
stories and 
recommendations.

“  I appreciate all of the 
panelists and the SANS 
TEAM for this event, I’ve 
learned a lot!

“  Awesome event! Lots of great insights 
from all the speakers and great 
interacting with attendees. Looking 
forward to the next one.

2023 SANS  
Multi-sponsored  
Surveys

Why sponsor  
a SANS  

Multi-sponsored 
Survey

121 countries represented in 2022 registrations

Co-branded report lives on-demand to SANS community

Drive credibility for your company

Co-branding on SANS Survey Insights Report

5,500+ registrants for 2022 surveys

Engage with the live audience in Slack

Redistribution rights to event MP4

Co-branding on survey event registration page

15-minute presentation opportunity

Inclusion in 30-minute panel Build  
brand 

awareness

Gain  
valuable  
assets

Participate  
in the  

Live Event

Partner  
with SANS 
instructors

500+  
leads 

guaranteed



2023 Sponsorship Package
 Platinum Gold Silver

Survey and Report
Branded survey insights report 4 4 4

Survey Insights Event
Branding on survey event registration page 4 4 4

15 minute thought leadership presentation 4

Inclusion in event expert panel discussion 4 4 
Event MP4 4 4 4

Audience engagement in event interactive  
Slack workspace 4 4 4

500 minimum lead guarantee 4 4 4

Event Format
•   SANS survey authors insights review
•   Platinum-sponsored presentations
•   Platinum-sponsored panel discussion
•   Break
•   Platinum-sponsored presentations
•   Platinum-sponsored panel discussion
•   Gold-sponsored panel discussion
•   Slack workspace interaction
•   Content-related contests and prizes throughout event
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With the exponential growth and agility of development 
activities, it is imperative that development, security, and 
operations personnel work collectively to produce the 
highest quality of service with a strong focus on risk 
reduction. Cloud service providers are providing an ever-
expanding library of building blocks ranging from narrowly 
focused, task specific services (e.g., function as a service) to 
globally-scaled orchestrations of numerous building blocks 
(e.g., fleets of Kubernetes clusters). As a result, increasingly 
complex systems are being built, offering both potential 
improvements in security and opportunities for expansive 
blind spots. The 2023 DevSecOps Survey will examine 
several indicators of secure DevOps maturity 
retrospectively from the prior years’ survey responses.

As a part of the survey, we will analyze:

•   The accelerated nature of CI/CD enabled by various 
technologies and the relationships to securing code 
throughout the development lifecycle—from product idea 
to the marketplace

•   The influence of solutions such as Cloud Workload 
Protection Platforms, Cloud Security Posture 
Management, and others have on the security of code 
developed for rapidly changing cloud environments

•   The range of organizations and how they embrace 
various security utilities to reduce risk for the broad 
attack surface, including Infrastructure as Code practices, 
secure testing tools and vulnerability management 
capabilities

•   The evolution of organizations’ architecture, practices, 
techniques, and personnel as their strategic and tactical 
objectives shift under the pressure to become more agile 
and to displace outmoded security operations
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