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As cyber threats grow in scale and sophistication, a unified approach to defining roles, qualifications, 
and requirements is critical to building an effective and resilient cybersecurity workforce. To support 
this, various international frameworks and directives are setting the stage for skill development, 
enabling organizations to build capabilities and ensure compliance across vital sectors. 

Learn from experts leading these impactful initiatives, including: 

• ENISA (European Union Security Agency for Cybersecurity) – ECSF Framework / NIS Directive 

• NIST (National Institute of Standards) – NICE Framework 

• US Department of Defense – 8140 Workforce Qualification 

The panel will also feature an expert Cyber Talent Leader from the US Cyber Command (USCYBERCOM) 
to offer a critical, on-the-ground perspective on how these cybersecurity workforce frameworks and 
directives are being directly implemented within the U.S. military. 

  


