Welcome to SANS Network Security: In-Person Edition 2021
September 20–25 | Las Vegas, NV

#SANSNetworkSecurity  @SANSInstitute

GENERAL INFORMATION

Venue
Caesars Palace
3570 Las Vegas Blvd. South | Las Vegas, NV 89109
Phone: (866) 227-5938

Event Check-In
Location: Roman Ballroom Foyer
Sun, September 19 ............................. 4:00–6:00 PM
Mon, September 20 ............................ 7:00–8:30 AM

Registration Support
Location: Siena
Mon, September 20 – Sat, September 25 ..... 8:00 AM – 5:30 PM

Course Breaks
Morning Coffee ................................ 7:00–9:00 AM
Morning Break* .............................. 10:30–10:50 AM
Lunch (on your own) ........................... 12:15–1:30 PM
Afternoon Break* .............................. 3:00–3:20 PM
*Snack and coffee to be provided during these break times.

Parking
Caesars Palace offers a parking garage located off the Las Vegas Strip. Self-parking for registered hotel guests is free. The rate for non-hotel guests is $15 per day.

SPECIAL EVENTS

Welcome Reception
Monday, September 20 | 7:00–8:30 PM | Location: Roman II

NETwARS

Core NetWars Tournament
Thu, September 23 & Fri, September 24 | 6:30–9:30 PM EDT | Location: Florentine I/II & Virtual

Cyber Defense NetWars Tournament
Thu, September 23 & Fri, September 24 | 7:15–10:15 PM EDT | Location: Florentine IV & Virtual

Grid NetWars Tournament
Thu, September 23 & Fri, September 24 | 6:30–9:30 PM EDT | Location: Florentine III & Virtual

Enhance your training experience. Add a GIAC Certification attempt and OnDemand Bundle to your course.

Distinguish yourself as an information security leader and get certified with GIAC Certifications. giac.org

Extend your training experience with an OnDemand Bundle. Receive four months of supplemental online review and 24/7 online access to your course lectures, materials, quizzes, and labs. sans.org/ondemand/bundles

To receive the discounted rate, you must sign up before Monday, September 27th at 8:00 PM EDT

• Add to your order via your Portal Account: sans.org/account

• Call or e-mail SANS Registration:
  1-301-654-SANS (7267) | registration@sans.org
<table>
<thead>
<tr>
<th>Course Code</th>
<th>Course Title</th>
<th>Instructor</th>
<th>Location</th>
<th>Hours</th>
</tr>
</thead>
<tbody>
<tr>
<td>SEC301</td>
<td>Introduction to Cyber Security</td>
<td>Doc Blackburn</td>
<td>Milano I</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>SEC401</td>
<td>Security Essentials – Network, Endpoint, and Cloud</td>
<td>Bryan Simon</td>
<td>Milano II</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>SEC460</td>
<td>Enterprise and Cloud</td>
<td>Threat and Vulnerability Assessment</td>
<td>Matthew Toussain</td>
<td>Milano V</td>
</tr>
<tr>
<td>SEC487</td>
<td>Open-Source Intelligence (OSINT) Gathering and Analysis</td>
<td>Micah Hoffman</td>
<td>Milano VII</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>SEC504</td>
<td>Hacker Tools, Techniques, Exploits, and Incident Handling</td>
<td>Mick Douglas</td>
<td>Milano III</td>
<td>5:00–7:15 PM (Course day 1)</td>
</tr>
<tr>
<td>SEC511</td>
<td>Continuous Monitoring and Security Operations</td>
<td>Seth Misenan</td>
<td>Neopolitan I</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>SEC560</td>
<td>Network Penetration Testing and Ethical Hacking</td>
<td>Tim Medin</td>
<td>Milano VI</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>SEC588</td>
<td>Cloud Penetration Testing</td>
<td>Moses Frost</td>
<td>Neopolitan II</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>FOR500</td>
<td>Windows Forensic Analysis</td>
<td>Ovie Carroll</td>
<td>Florentine I</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>FOR508</td>
<td>Advanced Incident Response, Threat Hunting, and Digital Forensics</td>
<td>Mike Pilkington</td>
<td>Florentine II</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>FOR585</td>
<td>Smartphone Forensic Analysis In-Depth</td>
<td>Heather Mahalik</td>
<td>Florentine IV</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>FOR610</td>
<td>Reverse-Engineering Malware: Malware Analysis Tools and Techniques</td>
<td>Lenny Zeltser</td>
<td>Florentine III</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>MGT512</td>
<td>Security Leadership Essentials for Managers</td>
<td>My-Ngoc Nguyen</td>
<td>Milano IV</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>ICS410</td>
<td>ICS/SCADA Security Essentials</td>
<td>Justin Searle</td>
<td>Neopolitan IV</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
<tr>
<td>ICS612</td>
<td>ICS Cyber Security In-Depth</td>
<td>Jeffrey Shearer</td>
<td>Neopolitan III</td>
<td>5:00–7:00 PM (Course days 1-5)</td>
</tr>
</tbody>
</table>