Overview

IT departments are under incredible pressure to maintain the business productivity for an expanded remote workforce. As the workforce continues to move into a hybrid office & home office environment, the risks of not maintaining security practices are also top of mind. Threat actors are also actively seeking opportunities to benefit from changes in the workforce.

One of the most important steps you can take to protect yourself is to use a unique, strong password for each of your accounts and apps. Unfortunately, it’s almost impossible to remember all of the different passwords. In addition, we know it’s time consuming to constantly track the answers to all your security questions, remember different passwords for each login, use multiple devices to gain access, among numerous other factors.

Join this SANS lead forum as we explore various password & access management topics through invited speakers while showcasing current capabilities available today. Presentations will focus on technical case-studies and thought leadership using specific examples relevant to the industry.

Relevant Topics

- Password Manager Tools
- Multifactor Authentication (2FA)
- Hybrid Environments – Remote Systems & Endpoints
- Risks and Challenges of VPN Connections
- Shadow IT
- CIS Critical Security Controls

Sponsorship Opportunities

Platinum *(Limited Availability)*

- 35 minute speaking slot
- 400 opt-in leads with no cap from virtual session and archived viewings
- Receive edited and full mp4 recording of the sessions
- Logo placement and advertisement of sponsorship level in marketing information

Silver

- Branding only
- 200 opt-in leads with no cap from virtual session and archived viewings
- Logo placement and advertisement of sponsorship level in marketing information

Contact us at vendor@sans.org for more information on sponsoring.