Join us for SANS San Francisco Spring 2022
March 21–26 | San Francisco, CA and Virtual

Enhance your training experience. Add a GIAC Certification attempt and OnDemand Bundle to your course.

Hands-On Cybersecurity Training Taught by Real-World Practitioners
Experience immersive cybersecurity training relevant to today's top cyber threats. Join us in San Francisco or Live Online for SANS San Francisco Spring 2022 (March 21-26), and learn from experienced industry practitioners.

Please note, courses are available In-Person in San Francisco, CA or Live Online during this event.

Limited In-Person seating is available on a first-come, first-served basis.

SANS San Francisco Spring 2022 Features
- In-Person or Live Online training (see Available Courses for details)
- Practical cybersecurity training taught by real-world practitioners
- Hands-on labs in a virtual environment
- Courses include electronic and printed books
- Opportunity to earn CPEs to demonstrate ongoing skill development
- Several courses aligning with GIAC certifications to validate your knowledge

In-Person Event Considerations
With your health and wellbeing in mind, we are working closely with the event venue to apply the greatest safety measures and highest standards of cleanliness for our In-Person attendees.

“SANS creates a one-of-a-kind learning experience providing world-class training and fascinating opportunities to network and gain new perspectives from your peers!”
—Justin E., U.S. Federal Agency

“The instruction at SANS is top-notch. I have been to several SANS training courses and they never disappoint. The instructors bring real life experiences and show the students how the material can be applied.”
—Thomas Seck, Johns Hopkins APL

Distinguish yourself as an information security leader and get certified with GIAC Certifications. giac.org
Extend your training experience with an OnDemand Bundle. Receive four months of supplemental online review and 24/7 online access to your course lectures, materials, quizzes, and labs. sans.org/ondemand/bundles

In-Person Course List ▸ Live Online Course List ▸
### In-Person Course List

<table>
<thead>
<tr>
<th>Course Code</th>
<th>Course Title</th>
<th>Instructor</th>
<th>Certification(s)</th>
</tr>
</thead>
<tbody>
<tr>
<td>SEC504</td>
<td>Hacker Tools, Techniques, and Incident Handling</td>
<td>Ron Hamann</td>
<td>GCIH - Incident Handler</td>
</tr>
<tr>
<td>SEC660</td>
<td>Advanced Penetration Testing, Exploit Writing &amp; Ethical Hacking</td>
<td>Stephen Sims</td>
<td>GXPN - Exploit Researcher and Advanced Penetration Tester</td>
</tr>
<tr>
<td>FOR509</td>
<td>Enterprise Cloud Forensics and Incident Response</td>
<td>David Cowen</td>
<td></td>
</tr>
<tr>
<td>SEC510</td>
<td>Public Cloud Security: AWS, Azure, and GCP</td>
<td>Brandon Evans</td>
<td>GPCS - Public Cloud Security</td>
</tr>
<tr>
<td>SEC541</td>
<td>Cloud Security Monitoring and Threat Detection</td>
<td>Shaun McCullough</td>
<td></td>
</tr>
</tbody>
</table>

For an up-to-date course list, please check the website at [sans.org/san-francisco-spring-2022](https://sans.org/san-francisco-spring-2022)

### SANS Live Training Offers You

- **Flexible Options**: Interactive, immersion-style training available Live Online or In-Person with opportunities to network with and learn from other professionals.
- **Courses on the cutting edge**: All courses are designed to align with dominant security team roles, duties, and disciplines.
- **Training from the best**: SANS instructors are active security practitioners who bring their extensive knowledge and real-world experiences to the classroom.
- **GIAC Certification**: Several certifications align with SANS training courses, validating student mastery for professional use in critical, specialized InfoSec domains, and job-specific roles.
- **The SANS Promise**: You will be able to apply the skills and techniques you’ve learned as soon as you return to work.

“SANS courses are extremely valuable because of all the hands-on material and their connection to the real world.”
—— Tor Nilsson, SecurityLink AB

“The labs are giving me a chance to see the course content first hand and interact with it. It’s doing a good job of letting me play with it and really seeing how the tools and methodologies work.”
—— Ryan Moeller, Eureka Strategic Consulting
Live Online Course List

<table>
<thead>
<tr>
<th>Course Code</th>
<th>Course Title</th>
<th>Instructor(s)</th>
<th>GIAC Certifications</th>
</tr>
</thead>
<tbody>
<tr>
<td>SEC504</td>
<td>Hacker Tools, Techniques, and Incident Handling</td>
<td>Ron Hamann</td>
<td>GCIH Incident Handler</td>
</tr>
<tr>
<td>SEC660</td>
<td>Advanced Penetration Testing, Exploit Writing &amp; Ethical Hacking</td>
<td>Stephen Sims</td>
<td>GXPN Exploit Researcher and Advanced Penetration Tester</td>
</tr>
<tr>
<td>FOR509</td>
<td>Enterprise Cloud Forensics and Incident Response NEW!</td>
<td>David Cowen</td>
<td></td>
</tr>
<tr>
<td>FOR518</td>
<td>Mac and iOS Forensic Analysis and Incident Response</td>
<td>Lee Whitfield</td>
<td></td>
</tr>
<tr>
<td>FOR578</td>
<td>Cyber Threat Intelligence</td>
<td>John Doyle</td>
<td>GCTI Cyber Threat Intelligence</td>
</tr>
<tr>
<td>MGT521</td>
<td>Leading Cybersecurity Change: Building a Security-Based Culture</td>
<td>Lance Spitzner</td>
<td></td>
</tr>
<tr>
<td>SEC510</td>
<td>Public Cloud Security: AWS, Azure, and GCP NEW!</td>
<td>Brandon Evans</td>
<td>GPCS Public Cloud Security</td>
</tr>
<tr>
<td>ICS410</td>
<td>ICS/SCADA Security Essentials</td>
<td>Don C. Weber</td>
<td>GICSP Industrial Cyber Security Professional</td>
</tr>
</tbody>
</table>

For an up-to-date course list, please check the website at [sans.org/san-francisco-spring-2022](https://sans.org/san-francisco-spring-2022)

Live Online Training

Live Online courses include live stream instruction with real-time support from GIAC-certified teacher assistants, plus an archive of course lectures uploaded to your account daily during the event and four months of access to your course lectures recordings.

“The real-world, practical examples, paired with an instructor who clearly knew the subject matter inside and out, made this training invaluable.”
—Theresa Hanks, Booz Allen Hamilton

“This course was like a catalyst. It not only boosted my knowledge about the threats facing ICS environments and provided me with a framework to actively defend these threats, it also inspired me to learn more.”
—Srinath Kannan, Accenture