LONG COURSES

SEC450: Blue Team Fundamentals: Security Operations and Analysis
GIAC Security Operations Certified (GSOC)

SEC487: Open Source Intelligence (OSINT) Gathering and Analysis [NEW]
GIAC Open Source Intelligence (GOSI)

SEC501: Advanced Security Essentials - Enterprise Defender
GIAC Certified Enterprise Defender (GCED)

SEC503: Intrusion Detection In-Depth
GIAC Certified Intrusion Analyst (GCIA)

SEC505: Securing Windows and PowerShell Automation
GIAC Certified Windows Security Administrator (GCWN)

SEC511: Continuous Monitoring and Security Operations
GIAC Continuous Monitoring Certification (GMON)

SEC530: Defensible Security Architecture and Engineering
GIAC Defensible Security Architecture (GDSA)

SEC555: SIEM with Tactical Analytics
GIAC Certified Detection Analyst (GCDA)

SEC573: Automating Information Security with Python
GIAC Python Coder (GPYC)

SEC586: Blue Team Operations: Defensive PowerShell [BETA]

SEC595: Applied Data Science and Machine Learning for Cybersecurity Professionals [BETA]

SEC587: Advanced Open Source Intelligence Gathering & Analysis [BETA]

SHORT COURSES

SEC537: Practical Open-Source Intelligence (OSINT) Analysis and Automation
[2-Day Course] [NEW]

SEC583: Crafting Packets
[1-Day Course]

IN DEVELOPMENT

SEC513: Modern Linux Security for the Enterprise and Cloud