
LocalLaw50 Program 
The LocalLaw50 Program applies a 50% promotion to the list price of all Open-Source 
Intelligence (OSINT) or Digital Forensics & Incident Response (DFIR) courses offered live or online 
in North America, and the Annual DFIR Summit event. This program is valid for a single-seat 
purchase, per organization, and may be limited in the number of seats offered per class event.  

Who is eligible for the LocalLaw50 Program? 
An individual can qualify for this program under one of the following two requirements: 

•   Active-duty state, local, or provincial law enforcement professional in North America 
•   Professionals in support of State, Local, or Provincial law enforcement in North America if the unit 

you support is directly funding your training. 

Which courses qualify for the LocalLaw50 Program? 
•   Open-Source Intelligence (OSINT) courses (SEC497 or SEC587) 
•   Courses from the Digital Forensics and Incident Response (DFIR) curriculum: 

FOR498, FOR500, FOR508, FOR509, FOR518, FOR528, FOR572, FOR577, FOR578, FOR585, FOR608, 
FOR610, and FOR710

How many promotional seats may each organization request under the  
LocalLaw50 Program? 
Only one program seat (OnDemand, Live Online, In-Person) is granted per organization per year.

How do I apply to the LocalLaw50 Program? 
Complete the LEO Appreciation Program Submission Form and identify the following 
information for the class you wish to take:

•  Course number or name
•  Desired delivery format (OnDemand, Live Online, In-Person)
•  Complete name and title of applicant, including department email address.
•  Timeline

SANS will contact you with a promotional code if all criteria for the program have been met. 

SANS is proud 
to support state, 
provincial, and local 
law enforcement 
along with the badged 
professionals behind 
them, especially those 
experiencing hardship 
funding their training 
efforts. To support 
these professionals in 
their quest to keep our 
communities safe, there 
are two promotional 
programs that can offer 
significant flexibility 
toward SANS courses.

SANS Law Enforcement 
Appreciation Programs

SLTT Government Partnerships

The SLTT Government partnership program draws on SANS Institute’s mission to ensure that InfoSec practitioners in critical 
organizations have the skills needed to protect networks, critical infrastructure, and sensitive data and enhance the 
cybersecurity readiness and response of state, provincial, local, tribal, and territorial government entities. This program offers 
both security awareness and online technical training courses to qualifying organizations at substantial cost savings.

Through the SANS aggregate buy program, you can get the training you need, at an affordable cost, and improve your 
organization’s security posture in the face of increased threats from ransomware, phishing, and other cyber attacks. To learn 
more about SANS SLTT program, please visit www.sans.org/partnerships/sltt.

Visit www.sans.org/partnerships/sltt or email partnerships@sans.org
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