Ejemplo de carta de solicitud de formación

Utilice el siguiente ejemplo de carta de solicitud, o algunos de sus elementos, para justificar ante su jefe el tiempo y el presupuesto necesarios para completar la formación SANS. Simplemente copie y pegue el texto en un correo electrónico dirigido a su gerente, y luego haga los ajustes necesarios para personalizar la información. Una vez que pulse enviar, estará un paso más cerca de adquirir las habilidades necesarias para proteger su organización y avanzar en su carrera.

**Asunto: Solicitud de formación en ciberseguridad de SANS Institute**

[Decision Maker Name],

### Le escribo para solicitar la aprobación de tiempo y presupuesto para realizar el curso de seguridad de la información de SANS Institute [FOR498: Battlefield Forensics & Data Acquisition](https://www.sans.org/cyber-security-courses/battlefield-forensics-and-data-acquisition/) y su examen asociado [GIAC Battlefield Forensics and Acquisition (GBFA)](https://www.giac.org/certifications/battlefield-forensics-acquisition-gbfa/).

La información que figura a continuación aclara cómo esta formación beneficiará a la seguridad de nuestra organización, las tareas que podré realizar tras completar el curso y la información pertinente sobre costes y viajes.

**Descripción del Curso**

[FOR498: Battlefield Forensics & Data Acquisition](https://www.sans.org/cyber-security-courses/battlefield-forensics-and-data-acquisition/) es un curso de formación en adquisición forense digital, proporciona los conocimientos necesarios para identificar los numerosos y variados soportes de almacenamiento de datos que se utilizan hoy en día, y cómo recopilar y preservar estos datos de manera forense donde sea que estén almacenados.

**Objetiv os del curso**

Una vez que haya completado el curso, podré:

* Dominar las herramientas, las técnicas y los procedimientos necesarios para localizar, identificar y recopilar datos de forma eficaz, independientemente del lugar en el que estén almacenados.
* Manejar y procesar una escena correctamente para mantener la integridad de las pruebas.
* Realizar la adquisición de datos a partir de un almacenamiento en reposo, incluidos los medios giratorios y el almacenamiento de estado sólido.
* Identificar los numerosos lugares donde pueden existir datos para una investigación.
* Realizar análisis forenses en el campo de batalla, pasando de la incautación de pruebas a la obtención de información útil en 90 minutos o menos.
* Ayudar a preparar la documentación necesaria para comunicarse con entidades en línea como Google, Facebook, Microsoft, etc.
* Comprender los conceptos y el uso de las tecnologías de almacenamiento de gran volumen, incluyendo JBOD, almacenamiento RAID, dispositivos NAS y otro almacenamiento direccionable en red a gran escala.
* Identificar y recopilar los datos de los usuarios en los grandes entornos corporativos a los que se accede mediante SMB.
* Recoger datos volátiles, como la memoria RAM de un sistema informático.
* Recuperar y preservar adecuadamente las pruebas digitales en los móviles y otros dispositivos portátiles.
* Abordar la recopilación y preservación adecuadas de datos en dispositivos como Microsoft Surface/Surface Pro, donde la extracción del disco duro no es una opción.
* Abordar la recopilación y preservación adecuadas de datos en dispositivos de Apple como MacBook, MacBook Air y MacBook Pro, en los que no es posible extraer el disco duro.
* Recopilar correctamente el correo electrónico de los servidores Exchange, evitando el método de la vieja escuela de la adquisición completa y la subsiguiente y onerosa selección de datos.
* Recoger adecuadamente los datos de los repositorios de SharePoint.
* Acceder y adquirir almacenes de correo en línea, como cuentas de Gmail, Hotmail y Yahoo Mail.

**Certificación asociada:** [GIAC Battlefield Forensics and Acquisition (GBFA)](https://www.giac.org/certifications/battlefield-forensics-acquisition-gbfa/)

* La certificación GIAC Battlefield Forensics and Acquisition (GBFA) demuestra que una persona está capacitada y cualificada en la recopilación, adquisición y análisis rápido de muchas formas de almacenamiento de datos. Los profesionales certificados en GBFA pueden atravesar cada punto desde la llegada a una escena, pasando por la determinación y el establecimiento de las "ganancias rápidas" necesarias para hacer avanzar rápidamente una investigación.
* Consulte la sección "Certificación de exámenes y declaraciones de resultados" de la página [GIAC Battlefield Forensics and Acquisition (GBFA)](https://www.giac.org/certifications/battlefield-forensics-acquisition-gbfa/) para ver la lista de temas cubiertos.

Coste previsto

Me gustaría tomar el FOR498 [llenar cualquiera de las opciones: (1) “en [nombre del evento], del [fecha de inicio] hasta [fecha final].” o (2) “en línea, con cuatro meses de acceso al SANS [seleccione OnDemand o SelfStudy] Plataforma de entrenamiento.” o (3) “en línea, con sesiones virtuales en directo y [seleccione cuatro (Simulcast) o seis (vLive)] meses de acceso a través de la plataforma de formación de SANS [seleccione Simulcast o vLive] del [fecha de inicio] hasta [fecha final].”].

La factura adjunta muestra el coste del curso [adquiera esto de la página de inscripción del curso y adjunte]. Detalle:

|  |  |
| --- | --- |
| Precio del curso | [$X,XXX] |
| Descuento por reserva anticipada/formación en línea | [-$XXX] |
| Cuota de certificación GIAC | [$XXX] |
| Cuota del paquete OnDemand | [$XXX] |
| Viaje y hotele \* (sólo para la formación en directo) | [$XXX] |
| Alimentación (sólo para la formación en directo) | [$XXX] |
| **Coste total estimado:** | **[$X,XXX]** |

\*Las tarifas especiales de hotel para los asistentes a la conferencia van desde [$XXX] / noche, pero debo registrarme antes de [xx/xx/xxxx].

**Conclusión**

Creo que este curso mejorará sustancialmente mi capacidad para realizar el trabajo específico que necesitamos. Está escrito e impartido por expertos reconocidos a nivel mundial y ofrecerá una formación práctica que podré aplicar en cuanto vuelva al trabajo.

Puede encontrar más información sobre el curso en el sitio web de SANS <https://www.sans.org/cyber-security-courses/battlefield-forensics-and-data-acquisition/>

Gracias por su consideración,

[Añadir firma estándar]

Adjunto:

Factura de la formación SANS [encontrar en XXX y adjuntar al correo electrónico]