
“�Having an SME instructor 
with tons of real-world 
experience makes the 
course material easy to 
digest, and the Live Online 
platform is the best 
platform I’ve experienced!”  
—Jeremy Swanson, ManTech

NetWars Tournament
With your registration at this event, 
you will be eligible to join an 
exclusive NetWars Tournament. 
NOTE: The NetWars tournament 
may not necessarily take place 
during the same week as your 
training. Closer to the event dates, 
you will be emailed with further 
information for your relevant 
tournament.  
sans.org/cyber-ranges

COURSES OFFERED 
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Tysons Corner, VA & Virtual (ET)

I N N O V A T I V E  C Y B E R S E C U R I T Y  C O U R S E S

Nine Hands-On Cybersecurity Courses  
Taught by Industry Experts
Attend In-Person at the venue in Tysons Corner or Live Online
Discover the most effective steps to prevent cyber-attacks and detect adversaries 
with actionable techniques taught by top practitioners during SANS Tysons Corner 
– NOVA 2024. Choose your course and register now for hands-on training you can 
use immediately. 

SANS Tysons Corner – NOVA 2024 Features
•	 In-Person training
•	 Take your training at the training venue with professional support
•	 Practical cybersecurity training taught by real-world practitioners
•	 Hands-on labs in a virtual environment
•	 Courses include electronic and printed books
•	 Several courses align with GIAC certifications

Training Modalities

Live Online
SANS Live Online training offers live, interactive streaming sessions delivered 
directly from your instructor. It features many of the activities that SANS students 
love at training events, such as bonus topical presentations, cyber range 
challenges, networking via chat channels, and live access to top SANS instructors. 
Live Online is a flexible and fun way to learn.

In-Person
In-Person training offers students the chance to study in a focused environment 
without distraction but perhaps most importantly, they offer a direct access to 
SANS’s world-leading instructors.

sans.org/cyber-ranges
https://www.sans.org/cyber-security-training-events/tysons-corner-nova-2024/
https://www.sans.org/cyber-security-training-events/tysons-corner-nova-2024/
https://www.sans.org/


Confirmed Courses

AUD507: Auditing Systems, Applications, and the Cloud
GSNA
GIAC Systems and 
Network Auditor
giac.org/gsna

FOR500: Windows Forensic Analysis
GCFE
GIAC Certified  
Forensic Examiner
giac.org/gcfe

LDR512: Security Leadership Essentials for Managers
GSLC
GIAC Security 
Leadership
giac.org/gslc

LDR419: Performing a Cybersecurity Risk Assessment   NEW

LDR514: Security Strategic Planning, Policy, and Leadership
GSTRT
GIAC Strategic 
Planning, Policy,  
and Leadership
giac.org/gstrt

ICS410: ICS/SCADA Security Essentials
GICSP
Global Industrial Cyber 
Security Professional
giac.org/gicsp

LDR551: Building and Leading Security Operations Centers
GSOM
GIAC Security 
Operations Manager
giac.org/gsom

SEC401: Security Essentials: Network, Endpoint, and Cloud
GSEC
GIAC Security 
Essentials
giac.org/gsec

“�The real value of this training lies at the intersection of quality content 
and delivery by a subject-matter expert actively working in the field, 
making it incredibly relevant and immediately applicable to my job.”  
—P. Watson, Microsoft Corp
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https://www.sans.org/cyber-security-courses/ics-scada-cyber-security-essentials/


Confirmed Courses

SEC450: �Blue Team Fundamentals:  
Security Operations and Analysis

GSOC
GIAC Security 
Operations Certified
giac.org/gsoc

SEC488: Cloud Security Essentials
GCLD
GIAC Cloud Security 
Essentials
giac.org/gcld

SEC575: �iOS and Android Application Security Analysis  
and Penetration Testing

GMOB
GIAC Mobile Device 
Security Analyst
giac.org/gmob

SEC542: Web App Penetration Testing and Ethical Hacking
GWAPT
GIAC Web Application 
Penetration Tester
giac.org/gwapt

SEC617: Wireless Penetration Testing and Ethical Hacking
GAWN
GIAC Assessing and 
Auditing Wireless 
Networks
giac.org/gawn

SEC660: �Advanced Penetration Testing, Exploit Writing,  
and Ethical Hacking

GXPN
GIAC Exploit Researcher 
and Advanced 
Penetration Tester
giac.org/gxpn

“�Fantastic, passionate, and engaging! The instructor supplemented the 
course content with experience-related scenarios, improving the 
learning experience and making it extremely interesting.”  
—Eliza-May Austin, Visa Inc.

“�I love it, it’s the best of both worlds. All the content is provided within 
a supportive environment, without the distractions of home or work.”  
—David Howse, In-Person Live Stream student – Secure Australia 2021

SEC504: �Hacker Tools, Techniques, and Incident Handling
GCIH
GIAC Certified  
Incident Handler
giac.org/gcih
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