FOR508 is the most complete incident response and threat hunting course on the market. It teaches the advanced skills to hunt down, identify, counter, and recover from a wide range of threats within enterprise networks, including APT nation-state adversaries, financial crime syndicates, and ransomware operators. An emphasis on developing analytical skills and anomaly detection is in the DNA of the course, ensuring that learned skills are transferable to any network and any security tool stack.

Cybersecurity statistics indicate that there are 2,200 cyber attacks per day, with a cyber attack happening every 39 seconds on average. In the US, a data breach costs an average of $9.44M, and cybercrime is predicted to cost $8 trillion by the end of 2023.

Source: eSentire 2022 Official Cybercrime Report

Fall 2023 Update
A complete replacement of every lab exercise provides a foundation of 50% new course content. A trove of forensic data representing the latest attack techniques allows attendees to master the tools, techniques, and procedures necessary to effectively hunt, detect, and contain a variety of adversaries.